ClassLive Pro/Java Error Message: Java Application
Blocked—Application Blocked by Java Security

Overview:
Users may experience a new error/security message when trying to access ClassLive Pro inside of their

online course (Screenshot below). This is due to security updates made to the Collaborate software.

This message has been consistent,
but not limited to, Java 8 Update
31.

Application Blocked by Java Security @

For security, applications must now mest the requirements for the High or Very High security
settings, or be part of the Exception Site List, to be allowed to run. More Information.

‘four security settings have blocked an application signed with an expired or

REasom: .+ vet-valid certificate from running

Solution: Add ClassLive Pro to Java’s Exception Site List

Go to Start Menu—Control Panel—
Programs; You should see the Java
icon towards the bottom, Right
Click and Select Open. Or Type
“Configure Java” in the Start Menu
Search

Once you are in the Java Control
Panel, Select the “Security “tab and
then “Edit Site List”

Select “Add” and Copy & Paste the
following:
http://classlive.next.ecollege.com

You will then receive a Security
Warning that warns against
“Including an HTTP Location”
(screenshot). The software is
trusted, Press “Continue”.
Close out all browsers and try
accessing ClassLive Pro again.
Remember to only use Internet
Explorer or FireFox.
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Enable Java content in the browser

Security level for applications not on the Exception Site list
) Very High - Only Java applications identified by a certificate from a trusted authority are

allowed to run, and only if the certificate can be verified as not revoked.

@ High - Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revocation status of the certificate cannot be verified.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts,

ttp: //classlive. next.ecollege.com -
Edit Site List...

I Restore Security Prompts H Manage Certificates... ]

Including an HTTP Location on the Exception Site List is
considered a security risk

Location: http://dasslive.next.ecollege.com

Locations that use HTTP are a security risk and may compromise the personal information on your
computer, We recommend induding only HTTPS sites on the Exception Site List.

Click Continue to accept this location or Cancel to abort this change.
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